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Background
The intent of this PCR is attempted to propose the closure to address the four outstanding editor’s notes in clause 5.15.2. 
	1.
	From clause 5.15.2.1:

Editor’s note:
Whether a single value which is a representation of a collection of the S-NSSAIs could also be used as NSSAI is FFS.

	2.
	From clause 5.15.2.1:

Editor’s note:
Whether AN uses Requested NSSAI is to be checked with RAN WGs.

	3.
	From clause 5.15.2.1:

Editor’s note:
The need for informing the RAN by providing the whole Allowed NSSAI is to be checked with RAN WGs.

	4.
	From clause 5.15.2.2:

Editor's note:
Whether some of these SSTs are not fully supported in Rel-15 specifications is TBD. The Characteristics may be further updated based on feedback from other WGs and/or further company inputs.


Discussions
Consideration#1: 
Editor’s note:
Whether a single value which is a representation of a collection of the S-NSSAIs could also be used as NSSAI is FFS.
For the first Editor’s note from clause 5.15.2.1, there was original proposal for an aggregated NSSAI to address the concern of the size of the RRC message to carry the large of Requested S-NSSAIs.  Since then, SA2 has done more analysis and has approved to support at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network and such normative agreement is captured in the same clause 5.15.2.1 as this editor’s note.   
Observation#1: Given the normative agreement for at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network is in place, we see no need to consider the support of aggregated NSSAI as described in the first editor’s note.  It is proposed to remove the first editor’s note in clause 5.15.2.1. 
Consideration#2: 
Editor’s note:
Whether AN uses Requested NSSAI is to be checked with RAN WGs.

Editor’s note:
The need for informing the ®AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.
For the second and the third editor’s notes from clause 5.15.2.1, given they are dependent on RAN’s decisions, not until RAN to make their decision and inform SA2, the two ENs should remain open. 
Observation#2: For the 2nd and 3rd Editor’s notes in clause 5.15.2.1, due to the dependency on RAN, they should remain open until RAN to make its decision for the reference of the Requested and Allowed NSSAIs. 
Consideration#3: 
Editor's note:
Whether some of these SSTs are not fully supported in Rel-15 specifications is TBD. The Characteristics may be further updated based on feedback from other WGs and/or further company inputs.
For the 4th editor’s note from clause 5.15.2.2, the consideration according to the EN is to examine the latest Rel-15 development status in both RAN and 5GC for the three features (i.e. Enhanced mobile broadband (eMBB),  Ultra reliable and low latency communications (URLLC), Massive machine-type-communications (mMTC)) that are captured in the table 5.15.2.2-1 with the assigned SST values.  According to the latest RAN development, eMBB remains as the top priority to be complete for Rel-15.  As for the URLLC, at least partly will be included in Rel-15.  However, mMTC is now intended to be deferred to Rel-16.  Such lesser urgency consideration may be due to the early stage of the 4G IoT investment and deployment, the early 5G support for 5G IoT  becomes less urgent, however, it is still a high priority 5G application. 
Observation#2: With the considerations as described above, it is recommend to remove the 4th editor’s note given all the three applications are considered as the high priority for 5G deployment.  
***** Start of Changes *****
5.15.2.1
General

An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.


The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.

Based on the operator's operational or deployment needs, multiple Network Slice instances of a given S-NSSAI may be deployed in the same or in different registration areas. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area, the AMF instance serving the UE may logically belong to more than one Network Slice instances of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may serve, as a result of the Network Slice instance selection procedure defined in clause 5.15.5, a UE which is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.
The selection of a Network Slice instance(s) serving a UE and the Core Network Control Plane and user plane Network Functions corresponding to the Network Slice instance is the responsibility of 5GC..

The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.

Editor's note:
Whether (R)AN uses Requested NSSAI is to be checked with RAN WGs.

When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.

Editor's note:
The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.

When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.

NOTE:
The details of how the RAN uses NSSAI information is described in 3GPP TS 38.300 [27].
5.15.2.2
Standardised SST values

Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

The SSTs which are standardised are in the following Table 5.15.2.2-1.

Table 5.15.2.2-1 - Standardised SST values

	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)


	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios" in TS 22.261 [2]

	URLLC (ultra- reliable low latency communications)
	2
	Supporting ultra-reliable low latency communications for applications including, industrial automation, (remote) control systems.

This SST is expected to aim at supporting the requirements in Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services." in TS 22.261 [2] related to high reliability and low latency scenarios

	MIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.


NOTE:
The support of all standardised SST values is not required in a PLMN.


***** End of Changes *****
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